面试真题

知识框架

JWT是什么

**头载签**

JWT（**J**SON **W**eb **T**oken）

是一种开放标准（RFC 7519），用于在身份验证和信息交换。

主要由头部、载荷、签名 通过.连接成字符串。
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1. **头部（Header）**：令牌的元信息，例如使用的算法（例如HMAC SHA256或RSA）、令牌的类型（JWT）等。
2. **载荷（Payload）**：要传递的信息，是关于声明的JSON对象。包含一些预定义的声明（例如iss-签发者、sub-主题、exp-过期时间等）。
3. **签名（Signature）**：对头部和载荷的签名，可以验证消息来源和完整性。

通常在身份验证过程中，用户通过提供用户名和密码获取JWT令牌，然后将该令牌包含在后续的请求中，以验证用户的身份和获取相应的资源。

需要注意的是，JWT是基于文本的，因此在传输过程中可能会被轻松解码，但可以通过使用HTTPS等安全传输方式来增加安全性。

此外，令牌一旦签发，就无法撤销，因此令牌的过期时间需要谨慎设置。

怎么设计一个feed流，更多地推送关注的公众号的帖子，要考虑到用户量和帖子数量可能都很多

**1. 系统架构设计：**

分布式架构：将系统拆分成多个服务，例如用户服务、推荐服务、帖子服务等，通过消息队列或异步通信进行解耦。

缓存：使用缓存中间件如Redis来存储热门的帖子和用户关注信息，以减轻数据库压力，提高访问速度。

**2. 推荐算法：**

个性化推荐： 利用用户的历史行为、关注信息和兴趣标签。

协同过滤： 根据用户关注的公众号和其他用户的关注行为，推荐相似兴趣的公众号帖子。

实时推荐： 使用实时推荐算法，确保用户在订阅新公众号后能够迅速看到相关推送，以提升用户体验。

**3. 性能优化：**

分页和懒加载： 使用分页和懒加载的方式，不一次性加载所有帖子信息，减轻服务器和客户端的负担，提高页面加载速度。

异步处理： 使用异步任务队列处理后台任务，如推送通知、计算用户兴趣等，以提高系统的吞吐量和响应速度。

负载均衡： 部署负载均衡机制，确保系统在用户量和帖子数量增加时能够平稳运行，提高系统的可伸缩性。

**4. 用户体验：**

定期更新： 定期更新feed流，确保用户能够看到新鲜、有趣的内容，增加用户粘性。

用户反馈： 提供用户反馈机制，例如举报、不感兴趣等，用于优化推送算法和改进用户体验。

推送策略： 设计合理的推送策略，避免频繁推送相同内容，同时确保用户不错过重要信息。

什么是feed流

**Feed流（Feed）**

是一种以时间顺序排列的信息流，用于展示用户关注的内容或事件。

**Feed流的主要特点**

是持续不断地向用户展示最新的信息，用户可以通过滚动页面或类似的方式不断获取更新。

**Feed流的目的**

是向用户提供个性化、实时且不断更新的信息，以保持用户的兴趣和参与度。Feed流通常基于用户的关注列表、个人兴趣和社交网络等信息，通过智能推荐算法为用户提供个性化的内容推荐。同时也为平台提供了更多的机会展示广告、推广内容等。社交媒体中的朋友圈、Twitter的Timeline、Facebook的News Feed等都是Feed流的典型例子。

怎么实现扫码登录？

**1. 生成二维码：**

可以使用qrcode库来生成二维码

**2. 展示二维码：**

**3. 扫描二维码：**

**4. 扫描结果处理：**

在服务端接收到扫描结果后，进行相应的处理。通常，扫描结果包含一个唯一标识或认证信息。

**5. 验证认证信息：**

服务端根据扫描结果中的信息，进行用户身份验证。可以验证用户是否存在、是否具有相应权限等。

**6. 登录处理：**

如果身份验证通过，标识用户已登录。可以生成一个用户凭证（如Token）返回给客户端，客户端用于后续的请求验证。

**7. 定期检查扫描状态：**

在用户扫描二维码后，可以定期检查扫描状态，确认用户是否已经完成登录。这通常通过前端轮询或WebSocket等机制来实现。

**注意事项：**

使用HTTPS协议确保通信的安全性。

考虑二维码的有效期，以及生成和验证的安全性。

在实际应用中，可能需要通过OAuth等协议实现更复杂的身份验证流程。